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Key Responsibilities and Power/Authority: 

 

1. Review and evaluate the qualifications of all persons nominated to the Board as well as those nominated to other positions requiring 

appointment by the Board of Directors. 

2. Assess the effectiveness of the Board�s processes and procedures in the election or replacement of directors. 

3. Ensure that the Bank shall have at least two (2) Independent Directors (IDs) or such IDs shall constitute at least twenty percent (20%) of the 

members of the Board, and that any fractional result from applying the required minimum proportion, shall be rounded-up to the nearest 

whole number. 

4. Pre-screen and shortlist all candidates nominated to become a member of the Board of Directors in accordance with the qualifications and 

disqualification.  

5. Develop a form on full business interest disclosure as part of the pre-employment requirements for all incoming officers, which among others 

compel all officers to declare under the penalty of perjury all their existing business interests or shareholdings that may directly or indirectly 

conflict in their performance of duties once hired.    

6. Oversee the periodic performance evaluation of the Board and its committees and executive management. 

7. Review and evaluate the annual self-assessment of the directors, board and committees prior to Board approval/notation.  

8. Conduct an annual self-evaluation of the board committee�s performance prior to Board approval/notation.  

9. Decide the manner by which the Board�s performance may be evaluated, as well as whether or not a director is able to and has been 

adequately carrying out his/her duties as director bearing in mind the director�s contribution and performance (e.g. competence, candor, 

attendance, preparedness and participation). 

10. Adopt internal guidelines that will determine the number of directorships of its members that can hold in other corporations and address the 

competing time commitments that are faced when directors of the Bank serve on multiple boards. 

11. Make recommendation to the Board and formulate such policies regarding the continuing education of directors, assignment to Board 

Committees, succession plan for Board members and senior officers, and their remuneration commensurate with corporate and individual 

performance. 

12. Review and formulate policies to strengthen provision on conflict of interest, salaries and benefits, promotion and career advancement of 

personnel concerned in line with the existing professional development program and succession plan for senior management. 

13. Establish a formal and transparent procedure for developing a policy on executive remuneration and for fixing the remuneration of corporate 

officers and directors, and provide oversight over remuneration of senior management and other key personnel ensuring that compensation 

is consistent with the Bank�s culture, financial capacity, business strategy and control environment. 

14. Designate the amount of remuneration and fringe benefits, which shall be at a sufficient level to attract and retain directors and officers who 

are needed to run the Bank successfully. 

15. Disallow any director to decide his or her own remuneration. 

16. Provide in the Bank�s annual reports, information and proxy statements a clear, concise and understandable disclosure of the aggregate 

compensation of its executive officers for the previous year and the ensuing year. 

17. Establish strategic objectives and a set of corporate values that are communicated throughout the institution. 

18. Set and enforce clear lines of responsibility and accountability throughout the Bank. 

19. Ensure that the Board members are qualified for their positions, have a clear understanding of their role in corporate governance and are not 

subject to undue influence from Management or outside concerns. 

20. Effectively utilize the work conducted by internal and external auditors in recognition of the important control function they provide. 

21. Ensure that compensation approaches are consistent with the Bank�s ethical values, objectives, strategy and control environment. 

22. Conduct corporate governance in a transparent manner. 

23. Receive and evaluate complaints regarding conflict of interest situations. 

 

 

D. RISK OVERSIGHT COMMITTEE (ROC) 

 

Functions: The BSP-mandated functions of the Risk Oversight Committee are as follows: 

 

1. Identify and evaluate exposures � the ROC shall assess the probability of each risk becoming reality and shall estimate its possible effect and 

cost. Priority areas of concern are those risks that are most likely to occur (high probability) and are costly when they happen (high severity). 

2. Develop risk management strategies � the ROC shall develop a written plan defining the strategies for managing and controlling the major 

risks. It shall identify practical strategies to reduce the chance of harm and failure or minimize losses if the risk becomes real. 

3. Oversee the implementation of the risk management plan � the ROC shall conduct regular discussions on the Bank�s current risk exposures 

based on regular management reports and assess how the concerned units or offices reduced these risks. 

4. Review and revise the plan as needed � the ROC shall evaluate the risk management plan to ensure its continued relevance, 

comprehensiveness and effectiveness. It shall revisit strategies, look for emerging or changing exposures, and stay abreast of developments 

that affect the likelihood or harm or loss. 

 

Key Responsibilities: The duties and responsibilities of the ROC with respect to the different fields that it covers according to its charter are the 

following: 

 

Operational and Legal Risks 

 

1. Approve the basic structure of the framework for managing operational risk (i.e. arising from process, system, people and external event), 

which includes legal risk. 

2. Mandated to be aware of the major aspects of the Bank�s operational and legal risks, it shall: (a) review, on continuing basis, operational and 

legal risk exposures and loss events by major business lines; and (b) oversee the effective resolution, management and control of the Bank�s 

operational and legal risk. 

3. Assume an oversight role through the Chief Risk Officer and Chief Audit Executive with respect to the management�s responsibility for 
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maintaining and implementing effective policies and procedures for managing operational risk in all of the Bank�s products, activities, 

processes and systems; and through the Chief Legal Counsel with respect to legal risk. 

 

Strategic and Financial Risks 

 

1. Assume an oversight role through the Head of Corporate Planning Division in monitoring the compatibility of the Bank�s strategic goals, 

business strategies developed, resources deployed and quality of implementation. 

2. Review and discuss with management the performance versus target of major business units. ROC may request management for an 

explanation on unfavourable variance and direct management to change certain policies and strategies. 

3. Assess how the Bank generates income and analyze the sensitivity of the Bank�s earnings given a set of business conditions. 

 

Reputation Risk: Assume an oversight role through the Service Quality Officer in ensuring the abundance of caution in dealing with customers and 

the community, as well as the Bank�s responsiveness in addressing negative public opinion. 

 

Technology Risk: Assume an oversight role through the IT Governance Committee in ensuring that technology and information security risks are 

properly identified, monitored, reported and mitigated.  This assumes that each member of the ROC: 

 

1. Have the knowledge and skills necessary to understand and effectively manage technology-related risks. 

2. Ensure that � (a) an effective technology planning process exists; (b) technology is implemented properly with appropriate controls; and (c) 

measurement and monitoring efforts effectively identify ways to manage risk exposure. 

3. Review, recommend for Board approval, and monitor technology projects that may have significant impact on the Bank�s operations, 

earnings or capital. 

4. Establish clearly-defined measurement objectives and conduct periodic reviews to ensure that goals and standards established by 

management are met. 

 

Compliance Risk: Assume an oversight role through the Chief Compliance Officer with respect to compliance with laws, rules, regulations, 

prescribed practices, internal policies and procedures or ethical standards. 

 

Trust Risk: Assumes the oversight role through the bank�s Trust Risk Officer with the Corporate Risk Manager, for the identification, measurement, 

monitoring and control of operations of the Trust Banking Group. This is a specialized function that is distinct from Trust banking Operations. 

 

Credit Risk 

 

1. Oversee the Bank wide management of the credit risk internal in the entire portfolio and ensure the adequacy of provisions. 

2. Ensure that the following sound and best practices in credit risk management are in plance and conduct periodic review of the same: (a) 

policy and infrastructure; (b) sound credit granting process; (c) system for administration and monitoring of exposure; (d) portfolio 

management; (e) credit review; (f) review the adequacy of valuation reserves; and (g) work out system for managing problem credits.  

 

Market Risk: Recommend for Board approval market risk policies and risk limits for all trading and balance sheet-related market risks and for 

investment securities activities. 

 

Interest Rate Risk: Approve the methodology, models and assumptions used to measure market and interest rate risks. 

 

Liquidity Risk: Review compliance with established limits.   

 Others: Performs such other functions as may be mandated by the Board and regulatory bodies relevant to risk management. 

 

Power/Authority: The ROC has the authority to implement the following: 

 

1. Direct management to submit regular reports on current risk exposures on operational, legal, compliance, strategic, reputation, technology 

and other risks as well to address said risks. 

2. Approve or endorse for Board approval the proposed risk policies and procedures. 

3. Access to all Bank�s records and any officer or employee of the Bank, as it deems necessary. 

 

 

E. TRUST COMMITTEE  

 

Function: The Trust Committee provides direction for the trust business and management of trust assets, fiduciary accounts, investments and trust 

services. 

 

Key Responsibilities and Power/Authority: 

 

1. Acts within the sphere  of authority as may be provided in the Amended By-Laws and/or as may be delegated by the Board of Directors, such 

as but not limited to the following: 

 

(a) The formulation of specific policies with regard to: (i) correlation  of the Trust Banking Group with other departments of the Bank; (ii) 

personnel; (iii) cost and charges; (iv) kinds of business to be accepted; (v) trust business development; (vi) work with other banks and/or 

financial institutions; 

(b) The acceptance and closing of trust and other fiduciary accounts; 

(c) The initial review of assets placed under the custody of the Trust Banking Group as trustee or fiduciary; 
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under the Merged Bank. 

Trust Committee  Push of the Wealth Management Program of 

Trust Banking Group through Estate Planning 

targeting the retirees of the LT Group of 

Companies  

 

Board Oversight Committee � 

Domestic & Foreign 

Subsidiaries and Affiliates  

Expanded review & monitoring of monthly 

performance of oversea and domestic 

offices. Approved new strategic programs to 

further strengthen its operations to achieve 

long-term profitable operations via: 

  

- New marketing programs, tools & 

strategies to sell PNB products & 

services supported by aggressive 

advertising. 

- Retention programs were approved to 

win back lost clients and deepen 

relationship with existing valued 

customers. 

- New distribution channels for 

remittances through new technology 

i.e. web-based. 

Rolled-out revenue generating programs and 

effectively reduced overhead expenses to achieve 

desired rate of return. 

 

Board Oversight RPT 

Committee 

1. Enhance existing RPT policy manual to 

align with the new regulatory 

issuances. 

 

2. Ensures proper monitoring of RPTs and 

such RPT dealings are approved by the 

Board through BORC per Board 

approved policy guidelines.  

 

3. Conduct training and increase 

awareness of RPT policies and 

procedures of bank employees. 

 

4.      Conduct regular monthly meetings or as 

necessary to review, approve and 

endorse RPT proposals to the Board for 

final approval. 

Bank has fully adhered with the SEC/BSP/PSE 

regulations and enhanced practices to align with 

global best practices.  

 

Established a robust RPT framework and 

modified/codified existing policies to provide clearer 

RPT policy guidelines based on regulatory 

requirements. 

 

Officers attended trainings on RPT Policy Guidelines 

conducted by BSP thru Baiphil to increase 

awareness on RPT policy guidelines.  

 

Bank�s RPT dealings are reviewed/approved/noted 

by BORC and endorsed to Board for final approval 

per existing RPT policy guidelines. 

 
F. RISK MANAGEMENT SYSTEM 

 

1) Disclose the following: 

 

(a) Overall risk management philosophy of the Bank: (updated � October 2016) 

 

The Board and its Risk Oversight Committee operate as the highest level of PNB�s risk governance.  Risk governance is undertaken by a 

structured hierarchy of committees (both at board level and at the executive / management level) each with specified accountabilities.  The 

continuous flow of information between the board and board-level committees  and the corresponding management committees;  allow for 

consistent evaluation of the risks inherent in the business, raise the alarms, if any, and manage the business effectively with strong 

adherence to process management guidelines and controls. 

 

Strong independent oversight has been established at all levels within the group. The Bank subscribes to the philosophy of integrity, 

accountability and transparency in its manner of doing business, dealing fairly with its clients, investors, stockholders, the communities 

affected by its activities and various public; professionalism among its Board of Directors, executives and employees in managing the Bank, its 

subsidiaries and affiliates; and respect for the laws and regulations of the countries affecting its businesses.   

 

Members of the senior management team play a pivotal role in the day-to-day running of the bank. Executive officers are assigned to various 

management committees that provide the leadership and execution of the vision and policies approved by the bank�s board of directors.  The 

bank�s business objectives are driven for most part by the day-to-day directions decided by these management committees with approvals 

and notation by the various board level committees as follows (see Figure 1): 

 

F. RISK MANAGEMENT SYSTEM 
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Figure 1: Board & Management Committees 

 

The risk management framework of the Bank is under the direct oversight of the Chief Risk Officer (CRO) who is directly reporting to the Risk 

Oversight Committee.  The CRO is supported by Division Heads with specialized risk management functions to ensure that a robust 

organization is maintained. The Risk Management Group is independent from the business lines and organized into the following divisions: 

Credit Risk Division, BASEL and ICAAP Implementation Division, Market & ALM Division, Operational Risk Division, Information Security / 

Technology Risk Management, Trust and Fiduciary Risk Division and Business Intelligence & Warehouse Division.  

 

(b) A statement that the directors have reviewed the effectiveness of the risk management system and commenting on the adequacy thereof: 

(updated � October 2016) 

 

The risk management system and the directors� criteria for assessing its effectiveness are revisited on an annual basis and limit settings are 

discussed with the Business Units and presented to the Risk Oversight Committee for endorsement for final Board Approval. 

 

  
 

Figure 1:  2016 Overall Assessment of the Risk Management Function 

 
Regular review and assessment of the Enterprise Risk Management Function is completed by both the senior management team (including 1-

downs) and the Risk Oversight Committee members.  The above evaluation refers to the review by the members of the Risk Oversight 

Committee.    

 

(c) Period covered by the review;  

 

One year. 

 

(d) How often the risk management system is reviewed and the directors� criteria for assessing its effectiveness?  

 

Annually. 

 

Overall, members of the Board Risk Committee 

evaluated the bank�s risk function at achieved 

an evaluated rating of 88.34%.  This means that 

the �Risk Management processes is embedded 

in all �lines of defense� in the organization.� 

The areas for additional focus and 

continuing improvement are: 

· �Individual employees� awareness� 

which suggests the need for 

continuing awareness programs 

· �Business Unit�s Participation which 

suggest the need for more 

executive commitment to 

improving the bank�s risk culture 


